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ABSTRACT

With the advancement of the Internet of Things (IoT), many devices will be connected to the Internet, enabling digital twin and smart home applications. However, currently, these IoT devices are operating at lower frequency bands of the wireless spectrum, typically ranging from a few hundred MHz (such as RFID and LoRa) to a few GHz (such as BLE and WiFi). As a result, the current IoT devices not only place a huge strain on these bands, but also cannot benefit from the large bandwidth available in the higher frequencies of the spectrum such as mmWave bands. In this paper, our goal is to bring mmWave technology to existing IoT devices so they can benefit from the advantages this technology offers, such as high network capacity, low interference, and Space Division Multiple Access. To this end, we design mmPlug, a novel plug-and-play module which is simple and energy-efficient. mmPlug can be easily connected to the antenna port of any IoT device, enabling it to operate in the mmWave band. mmPlug is compatible with different wireless technologies (such as WiFi, Lora, etc.) and does not require any modification to the circuit, firmware or communication protocols of the existing IoT devices. mmPlug achieves this by a novel design which can seamlessly be connected to the antenna port of the IoT device. We have implemented mmPlug on PCB and empirically evaluated its performance. Our results show that mmPlug enables existing IoT devices (such as WiFi and Lora) to operate at mmWave band while achieving accurate localization, uplink and downlink even when they are more than 30 m far from the access point.
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- Hardware → Wireless devices;  
- Networks → Mobile networks.
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1 INTRODUCTION

Over the past several years, there has been significant interest in developing efficient millimeter-wave (mmWave) networks [21, 46, 47]. These networks have multiple advantages over traditional wireless networks which make them very attractive for emerging applications. First, they can provide very high network capacity by operating over a large bandwidth in the high-frequency spectrum bands (24 GHz and above) [17, 26, 40, 43]. Second, the use of highly directional mmWave antennas enables space division multiplexing and can provide connectivity to many nodes simultaneously over the same bandwidth, which results in much more efficient spectrum usage [6]. Finally, such directional antenna arrays together with the large bandwidth and short wavelength enable very accurate device localization [12, 32, 45].

In parallel, the number of Internet-of-Things (IoT) devices grows at fast pace. The current IoT networks at sub-6GHz band are suitable for a range of existing applications, but they have some limitations, specifically when the number of connected nodes increases. In fact, these networks may not always scale to emerging applications such as massive
IoT networks. In addition, the sub-6GHz band is heavily congested and the networks are facing spectrum crunch. mmWave technology can provide the large spectrum and directionality for frequency and spatial reuse needed to enable massive IoT. To resolve the issues with the lower frequency band we migrate the sub-6GHz to mmWave band, where spectrum is usually not congested and directional communication increases capacity through Space Division Multiple Access (SDMA). Therefore, it can enable very high density networks for the currently deployed IoT nodes that do not interfere with other deployed sub-6GHz networks. Despite the advantages of mmWave technology, most IoT devices do unfortunately not benefit from it due to the high complexity, cost and energy consumption of mmWave radios. Hence, there is a need for new designs which can bring mmWave technology to IoT devices.

To address this problem, researchers have designed mmWave modules and systems targeted for IoT devices [30, 31]. Although these systems enable low-power, low-cost mmWave communication, they have major limitations. First, they provide only an uplink, and do not support two-way communication. Second, they do not work as a plug-and-play module since they have their own protocols, and hence cannot easily be integrated and used in today’s IoT devices. Ideally, a mmWave module for IoT devices should satisfy the following key requirements:

- **Plug-and-play Integration**: First, it must be a plug-and-play component which can be easily attached to existing wireless IoT nodes to allow the upgrade of deployed legacy networks and ensure rapid market adoption. Ideally, the integration should be as easy as disconnecting the IoT node’s antenna, and connecting the mmWave module to the same port. This allows any existing IoT nodes to seamlessly operate at the mmWave band and benefit from its advantages of high network capacity, accurate localization and space division multiplexing.

- **Simple and Low-power**: The module needs to be simple and low-power, to meet the typical requirements of IoT devices. Unfortunately, the power consumption of most mmWave components is high. The problem is intrinsic as most of the components of a radio consume much more power when they run at such high frequencies. Furthermore, mmWave radios are costly compared to most IoT devices. Hence, the design of the mmWave module needs to be very simple and use only the minimum number of mmWave components to reduce cost and power consumption.

- **Compatibility**: Finally, the design must enable both uplink and downlink operation, since otherwise it will not be compatible with most IoT applications. It should also be seamlessly interoperable with different IoT technologies.

In particular, it should be able to enable WiFi, LoRa and other IoT technologies to operate at mmWave bands. Being able to retrofit existing IoT devices allows to leverage chipset vendors, device integrators, end customers and operators of the lower frequency IoT ecosystem, to address mass market requirements.

With the above requirements satisfied, it is possible to bring mmWave technology and its advantages to potentially any IoT device as well as today’s low-power low-frequency SDRs such as TinySDR [20]. To be able to fulfill these requirements, we design mmPlug, a mmWave module with a unique design, which allows IoT nodes to transmit and receive in the mmWave band using their original RF interface (WiFi, LoRa, etc.) without any modifications to their chipsets, firmware or protocol. For data transmission, the mmPlug module translates the original IoT signal to the mmWave band, and transmits it over the air. The mmWave signal is then received and decoded by a mmWave access point that supports the IoT communication protocol. For reception, the module receives the modulated mmWave signals from the mmWave access point, and translates them back to the IoT device’s original low frequency band. mmPlug module does all this using only a single mmWave amplifier without any further active mmWave RF components, together with a novel passive PCB design. To achieve this, mmPlug introduces two key innovations:

1) **Leveraging Mutual Coupling to Generate mmWave Signals**. Mutual coupling occurs when an antenna gets too close to another antenna and impacts their performance. Typically, this behavior is considered harmful and is thus avoided (as much as possible) in RF design. In contrast, mmPlug leverages mutual coupling to enable an amplifier to generate and amplify a mmWave signal at a specific frequency. In particular, we design two patch antennas and connect them to the input and output ports of an amplifier. Then, by optimizing their mutual coupling, we create a loop between the output and input of the amplifier, causing it to resonate. To ensure that the amplifier resonates only at the target mmWave frequency, we carefully design the mutual coupling of the antennas such that they have the maximum coupling at the required frequency. Said differently, we optimize the mutual coupling between the antennas such that the system works as a bandpass loop which has the least attenuation at the required mmWave frequency. Hence, even a small signal such as noise will cause the amplifier to resonate and generates a tone at the desired mmWave frequency.

2) **Leveraging Amplifier Saturation to Translate Frequencies**. Once the amplifier starts resonating at the desired frequency, the resonating mmWave tone will continue growing until the amplifier reaches saturation. This is happening because of the loop caused by the mutual coupling, and the
amplification gain provided by the amplifier. Once the amplifier saturates, it enters a very non-linear region. This strong non-linearity will result in the intermodulation of the amplifier’s input signal. Since in the downlink the amplifier input signal is the sum of the received modulated mmWave signal and the mmWave resonating signal, the intermodulation results in the multiplication of the two signals, which down-converts the received modulated mmWave signal to the lower frequency band. Finally, we design a passive PCB based diplexer to extract the low-frequency signal from the other signals in the loop, and feed it to the antenna port of the IoT device. A similar process is happening for the uplink mode, where the loop and amplifier translate the IoT signal to the mmWave band.

In this paper, we make the following contributions:

- We introduce the first low-power and plug-and-play mmWave module which enables any IoT device to operate at mmWave bands.
- We develop a technique which leverages (typically undesired) antenna coupling and amplifier saturation behavior to translate low frequency signals to mmWave and vice versa.
- We implement mmPlug using an off-the-shelf amplifier and standard PCB board. We experimentally evaluate the performance of our design and also demonstrate its practicality by integrating it with off-the-shelf WiFi and LoRa IoT devices. Our results show that even when IoT devices are 30 m away from a mmWave AP, mmPlug enables them to communicate robustly at mmWave frequency bands.
- We employ the high-speed Analog to Digital Converters (ADCs) within the mmWave AP for precise localization of mmPlug nodes. Our findings demonstrate the AP’s capability to determine the Angle of Arrival for a node with a precision surpassing 1 degree. Furthermore, the distance error is under 40cm in an indoor environment.

**Paper outline:** We describe the overview of mmPlug in Section 2. We detail mmPlug’s design in Section 3. The implementation is described in Section 4, followed by micro-benchmark experiments and the evaluation in Section 5. We discuss the operation of mmPlug in a network of IoT devices in Section 6 and the related work in Section 7, and conclude our work in Section 8.

2 SYSTEM OVERVIEW

mmPlug is a plug-and-play mmWave module for any IoT devices. It enables any existing and future IoT devices to communicate using mmWave spectrum. This enables IoT devices to benefit from the advantages of operating at mmWave frequencies, such as availability of high network capacity, accurate localization, and the capability of performing space division multiplexing by exploiting the sparse mmWave multipath and the directionality of mmWave antennas. Moreover, operating at mmWave band reduces the strain on the lower part of the spectrum as the number of IoT devices grows.

Figure 1 shows mmPlug’s setup, where multiple IoT nodes (each equipped with an mmPlug module) communicate to a single mmWave access point (AP) which supports different communication protocols (such as LoRa, WiFi, etc.). mmPlug’s module operates as a plug-and-play device and can be easily connected to IoT devices (instead of their antenna). All that is required is to remove the IoT device antenna, and connect an mmPlug’s module to the same antenna port. mmPlug’s module enables both uplink and downlink communication, and has on-board mmWave patch antennas. Moreover, due to the directional property of mmWave communication, the mmWave AP can perform space division multiplexing. This allows multiple nodes to communicate with an AP simultaneously, without creating any interference for other devices.

In the next sections, we will explain the details of the mmWave module to meet IoT requirements.

3 MMPLUG DESIGN

At a high-level, mmPlug module needs to translate the IoT signal (ranging from hundreds of MHz to a few GHz) to a suitable mmWave frequency and vice versa. However, for this module to be practical and ubiquitously deployable, it must be simple and energy-efficient, while allowing for plug and play operation. Hence, our design needs to use the minimum number of active components and chips. In particular, compared to components operating at lower frequencies,
mmWave components cost significantly more, and consume much higher power. Unfortunately, this is a fundamental problem since the power consumption of RF circuits is proportional to their operating frequencies [37]. Hence, ideally, most part of the mmPlug’s design should be passive and be implemented as metal traces on the Printed Circuit Board (PCB). To achieve this, we propose a novel design which uses a single active mmWave component. Figure 2 shows the block diagram of our design. It consists of a single LNA (Low Noise Amplifier). It also includes two patch antennas and a simple diplexer that allow to extract/inject the low frequency signal from/to the mmWave circuit. A diplexer is a passive component and can be implemented directly as metal traces on the PCB. In this design, the coupling between the antennas creates a feedback loop which causes the LNA to resonate. By engineering and reshaping the coupling effect, we make sure this resonance is at the required mmWave frequency.

In the uplink mode, the IoT signal is fed to the loop through the diplexer. Note that the diplexer works as a mmWave isolator to ensure that the mmWave signal does not leak to the IoT device, while the lower frequency signals pass through it. Due to the high loop gain, the LNA is already saturated and operates in a strong non-linear mode. Hence, it naturally mixes the IoT signal with the mmWave resonance signal. The result is a mmWave signal, modulated by the IoT signal. Finally, we design a patch antenna (TX antenna) to transmit the modulated mmWave signal. In the downlink mode, mmPlug operates similar to the uplink mode. In particular, its RX antenna receives a modulated mmWave signal from the AP. The non-linearity of the LNA mixes the received signal with the resonating mmWave signal, resulting in a modulated signal at IoT’s low-frequency band. Finally, the diplexer at the output of the LNA passes the low-frequency signal to the IoT device. In the remainder of this section, we will discuss our design in more detail.

3.1 Leveraging Mutual Coupling of Antennas

The first step to translate IoT RF signals to mmWave and vice versa is to generate a mmWave carrier signal. To do so, our idea is to leverage mutual coupling between antennas to cause an LNA to resonate at a specific mmWave frequency. In particular, as shown in Figure 2, we connect the input and output of the LNA to two antennas which are placed very close to each other. These closely spaced antennas provide high mutual coupling. Generally, coupling is considered as an undesired phenomenon in any transmitter or receiver. However, here we take advantage of it to create a feedback loop between the output and input of the LNA, causing it to resonate. In particular, the mutual coupling between the antennas passes an attenuated version of the signal at the output of the LNA to its input. Hence, as long this attenuation is smaller than the gain of the LNA (i.e., the loop gain created by the LNA and mutual coupling of antennas is higher than unity), even a small signal such as thermal noise is enough to cause the LNA to resonate and thus create the resonating signal. Hence, we need to achieve sufficiently high mutual coupling between the antennas to allow the LNA to resonate. Conversely, if the mutual coupling becomes too strong, it significantly impacts the performance of the antennas as radiating and receiving elements. Therefore, the mutual coupling has to be meticulously designed to be high enough for a loop gain larger than one, while being low enough to not have a significant impact on the performance of the antennas. The amount of coupling can be adjusted through the spacing and relative location of two antennas. In particular, by increasing the distance between the antennas, their mutual coupling reduces, meaning that less signal power will be fed back to the input of the LNA from its output. So far, we explained how we can create a resonating signal using the antennas’ mutual coupling and a single LNA. However, the question is how can we make sure that the frequency of the resonating signal is exactly at the required mmWave frequency and not any other frequency. To answer this question, we first provide some background on Scattering parameters (S-parameters) and then explain our solution in detail.

Background on Scattering Parameters: Scattering Parameters (also known as S-Parameters) are used to define the relationship between different ports of an RF component (or a system) in terms of amplitude and phase. In fact, S-Parameters can be used to describe the behavior of a simple system which has one port (such as antenna), or a more complex system which has many ports. In general, $S_{mn}$ represents the power transferred from port $m$ to port $n$ of a system. For example, $S_{21}$ represents the power transferred from port 1 to port 2, and $S_{11}$ represent the power which is reflected by port 1 of the system. In particular, antennas
should have low $S_{11}$ in their operating frequency, meaning that they radiate most of power without reflecting it back to the radio circuits.

We now explain our approach to configure the frequency of the resonating signal at exactly the required mmWave frequency and not other frequencies. The frequency of the resonating signal is determined by the frequency response of the two antennas. In particular, an antenna acts like a filter that passes the signal at a specific mmWave band and attenuates the other bands. Hence, the frequency of the resonating signal will be the one at which there is the highest mutual coupling between the antennas and also the antennas resonate. However, narrow-band antennas, such as microstrip patch antennas (Figure 3) typically resonate and radiate at two frequencies, $f_1$ and $f_2$. Figure 4(a) shows $S_{11}$ of a typical microstrip patch antenna. As can be seen, the antenna have low $S_{11}$ at both $f_1$ and $f_2$, meaning that they can resonate and operate at these frequencies. This is due to the fact that each microstrip antenna has a rectangular shape with width $W$ and length $L$, as shown in Figure 3. Hence, at each antenna’s resonant frequency, one edge resonates and the other one radiates into the space. These resonant frequencies $f_1$ and $f_2$ are determined by $L$ and $\frac{W}{2}$, respectively.

To make sure that our LNA resonates at the required frequency, we design the antennas such that their main resonant frequency $f_1$ is at the required mmWave carrier frequency. At the same time, to ensure that the LNA does not resonate at the second (undesired) resonance frequency $f_2$, we need to locate the antennas in a way that their coupling is strong at $f_1$ and very weak at $f_2$. Figure 4(a) shows the mutual coupling ($S_{21}$) between two patch antennas which are placed next to each other. As it can be seen, the coupling is strong at both $f_1$ and $f_2$ which is not desired since it may cause the LNA to resonate at $f_2$. Hence, we need to find a way to place antennas next to each other such that their coupling ($S_{21}$) is strong at $f_1$ while very week at $f_2$ as shown in Figure 4(b).

To explain how we can suppress the coupling at one resonant frequency without impacting the other one, we first need to understand how two antennas create mutual coupling. In order to have a strong coupling between two microstrip antennas, the peaks and nodes of the electric field on the first antenna edges should match the peaks and nodes of the electric field of the second antenna edges. In a microstrip antenna, a non-resonating edge will have a uniform electrical field distribution while the resonating edge has sinusoidal distribution. This means that at $f_1$, the edge $W$ has an electrical field with uniform distribution and the edge $L$ has an electrical field with sinusoidal distribution as shown in Figure 5(a). Similarly, at $f_2$, the edge $L$ has an electrical field with uniform distribution, and the edge $W$ has an electrical field with sinusoidal distribution as shown in Figure 5(b). Hence, to reduce the coupling at $f_2$ while keeping the coupling at $f_1$, all we need to do is to place the two antennas such that their $W$ edges are facing each other with some displacement. Specifically, we slightly shift one of the antennas along the X-axis such that they partly face each other as shown in Figure 5(c) and (d). Consequently, at $f_2$, the field’s peaks and nodes of one antenna does not match the peaks and nodes of the other antenna, which reduces the coupling at that frequency. At the same time, this shift does not impact the coupling of antennas at $f_1$ since at that frequency the electric field on the facing edge is linear and even with a shift the peaks and nodes of the electric fields of the first antenna and second antenna match as shown in Figure 5(c).

---

1 Note that it is not practical to design a square patch antenna with $W = L$ for multiple reasons. Such an antenna would have a very low bandwidth which is not useful for the mmWave band. Moreover its efficiency and gain would be very low.

2 Patch antennas also have a resonant frequency at $f_0$ which is smaller than $f_1$ and it is determined by $W$. However, the patch do not radiate at this frequency, and hence this frequency is not typically considered among the antenna’s resonant frequencies [13].
Figure 5: Patch Antenna’s electric field at different operating frequencies and antennas arrangement. Patch antennas typically have two resonate frequency ($f_1$ and $f_2$) which are determined by by $L$ and $W$, respectively. At $f_1$, the facing edges of the two antennas have uniform fields, and hence any shift in the antennas positions will not impact on the coupling at that frequency (see a and c). However, at $f_2$, the facing edges of the two antennas have sinusoidal field, and hence a shift will significantly reduce the coupling at that frequency since the peaks and nodes of the field do not match anymore (see b and d).

In summary, we connect the input and output of an LNA to two patch antennas. The mutual coupling between the antennas creates a feedback loop causing the LNA to resonate at a specific frequency. To guarantee that the resonance occurs at the required mmWave frequency, we adjust the spacing and orientation of the antennas in order to reshape their mutual coupling such that the coupling is strong at the required frequency and weak at the other frequency. We use this to generate a mmWave carrier signal. In the next section, we explain how we can use this carrier signal and the amplifier’s saturation mode to translate IoT signal to the mmWave band and vice versa.

3.2 Leveraging Amplifier Saturation

mmPlug needs to upconvert IoT RF signals to mmWave for uplink, and downconvert mmWave signals to the original IoT frequency for downlink. To do so, the received mmWave signal must be multiplied by the carrier signal (i.e., the resonant signal created by the LNA and antenna loop) to generate the low-frequency IoT signal. It is worth clarifying that for up/down conversion we mix the IoT signal with a mmWave signal rather than creating the $n^{th}$ harmonic of the IoT signal. To perform this multiplication, our approach is to rely on the intermodulation caused by the non-linear behavior of the LNA. LNAs are typically operated in a fairly linear region. However, in our design the loop gain (including both LNA gain and the antennas’ mutual coupling) is larger than one, and thus the oscillating signal will continue growing in amplitude until the LNA enters in saturation mode. In saturation, the LNA acts as a strong non-linear component, which creates intermodulate the IoT signal with the resonating mmWave signal.

To analyze the output of the LNA and better understand the non-linear effect of the LNA, we use the Taylor expansion of a non-linear function. In particular, any non-linear function ($\Psi$) can be written as follow:

$$\Psi(x) = a_0 + a_1 \cdot x + a_2 \cdot x^2 + \cdots + a_n \cdot x^n,$$

(1)

where $a_n$ are the Taylor coefficients of function $\Psi$. Now let us consider two signals $s_c$ (corresponding to the resonant frequency of the loop) and $s_{AP}$ (corresponding to the received mmWave signal from the AP). When the sum of these signals is present at the input of the non-linear LNA, the resulting output can be presented as follows using Taylor expansion:

$$y = \Psi(s_c + s_{AP}) = a_0 + a_1 s_c + a_1 s_{AP} + a_2 (s_c + s_{AP})^2 + \cdots + a_n (s_c + s_{AP})^n.$$

(2)

In the Taylor expansion, higher order coefficients ($a_3$ to $a_n$) are typically very small and hence can be ignored. As a result
the signal at the output of the LNA can be approximated as:

\[ y = \Psi(s_c + s_{AP}) \approx a_0 + a_1 s_c + a_1 s_{AP} + a_2 s_c^2 + a_2 s_{AP}^2 + a_2 s_c s_{AP}. \]  

Figure 6 shows the frequency components of this intermodulation. As it can be seen, the nonlinear behavior of the LNA has multiplied the receiving mmWave signal \( s_{AP} \) with the oscillating mmWave signal \( s_c \) which results in a signal at the difference of their frequencies \( f_{AP} - f_c \) and some other high-frequency components which are filtered out. Hence, by choosing the AP’s frequency \( f_{AP} \) to be equal to \( f_c + f_{IO} \) and filtering the other high frequency components, the resulting signal will be exactly at the IoT’s operating frequency \( f_{IO} \). So far, we explained how mmPlug uses a saturated LNA to convert a received mmWave signal to an IoT signal (downlink). In a similar way, mmPlug can also upconverts the IoT signal to transmit a mmWave signal. By injecting a signal at \( f_{IO} \) into the loop resonating at \( f_c \), a signal at the AP’s frequency of \( f_c + f_{IO} \) will be generated and transmitted via the antennas.

In summary, using a single wide-band LNA component and exploiting mutual coupling between patch antennas and LNA saturation behavior, we enable a simple and low-power design for mmPlug which can be easily connected to any IoT devices and enable them to communicate at a mmWave frequency band.

### 3.3 Frequency Stability

So far we have explained how mmPlug’s module creates a tone at mmWave band and leverages the intermodulation to translate the IoT device’s RF signal to the mmWave band and vice versa. However, the mmWave tone generated by the mmPlug module is not stable since the module does not use any reference clock or frequency stabilization technique. Hence, the frequency of the tone suffers from a large Carrier Frequency Offset (CFO) which varies by as much as 100 KHz even over a short time interval (such as the duration of a packet). This frequency variation requires correction, since otherwise it would cause a high packet error rate. Below, we explain how the mmWave AP can solve this issue in both uplink and downlink.

In the uplink, we leverage the fact that mmPlug’s module transmits both the mmWave tone and the IoT signal \( s(t) \) at the mmWave band. Since both these two signals suffer from the same CFO variation, the AP can simply eliminate the CFO by mixing these two signals. In particular, we take the square of the received signals which results in:

\[
\begin{align*}
\Psi(s_c + s_{AP}) & \approx a_0 + a_1 s_c + a_1 s_{AP} + a_2 s_c^2 + a_2 s_{AP}^2 + a_2 s_c s_{AP}. \\
& \approx \Psi(s_c) + a_1 s_{AP} + a_2 s_{AP}^2 + a_2 s_c s_{AP}.
\end{align*}
\]

\[
y(t) = \left[ \cos \left[ \omega(t) \cdot t \right] + s(t) \cdot \cos \left[ (\omega(t) + \omega_s) \cdot t \right] \right]^2
\]

\[
= \cos^2 \left[ \omega(t) \cdot t \right] + s^2(t) \cdot \cos^2 \left[ (\omega(t) + \omega_s) \cdot t \right] + 2 s(t) \cdot \cos \left[ (\omega(t) + \omega_s) \cdot t \right] \cdot \cos \left[ \omega(t) \cdot t \right]
\]

\[
= \cos^2 \left[ \omega(t) \cdot t \right] + s^2(t) \cdot \cos^2 \left[ (\omega(t) + \omega_s) \cdot t \right] + 2 s(t) \cdot \cos \left[ (2\omega(t) + \omega_s) \cdot t \right] + s(t) \cdot \cos(\omega_s t),
\]

where \( \omega(t) \) is the varying mmWave frequency, \( \omega_s \) is the IoT frequency, and \( s(t) \) is the IoT’s modulated signal. As indicated in this equation, the output of the squared signal has a low frequency component at \( \omega_s \) which is the downconverted IoT signal without any CFO. Hence, by using a low pass filter, we can extract the signal and resolve the CFO variation in the uplink communication.

For the downlink, we also rely on the AP to mitigate the CFO variation. Recall that the mmPlug module always transmits its carrier signal. The AP captures this signal and uses it to transmit the downlink signal with the same CFO variation as the mmPlug module. Hence, the received signal at the mmPlug module has the same CFO variation as the module’s mmWave tone, and thus the intermodulated signal is CFO free at the IoT device’s original band.

### 3.4 Diplexer Design

So far, we have explained how mmPlug leverages the mutual coupling of antennas to create a loop, and causes the LNA to generate a resonant frequency at the mmWave band. We also explained how mmPlug forces the LNA into saturation to convert modulated mmWave signals to the IoT frequency band and vice versa. However, our design needs to enable the IoT device to feed its low frequency signal to the loop or extract it from the loop, without impacting the loop itself. Otherwise, the IoT node’s RF impedance would load mmPlug’s loop impedance and reduce the loop gain, preventing the LNA and antennas from resonating. Said differently, we need to probe the loop to extract or feed the IoT signal without affecting the mmWave signal path.

To solve this problem, we design and integrate a compact, passive component called diplexer. Our diplexer has three ports as shown in Figure 7. Its first and second ports are simply connected together using a transmission line, and hence any signal (with any frequency) can pass through them. However, on the third port, we design and include a bow-tie structure, which is a combination of two open ended transmission lines. The length of the bow-tie and its location along the main transmission line is designed in a way that at mmWave frequency, the third port of the diplexer is isolated. Hence, mmWave signals can pass from port one to port two without entering into port three. However, at
Both mmWave and low frequency signals can go from port 1 to port 2 and vice versa. However, only low frequency signals can be passed to/from port 3, whereas mmWave signals are isolated from port 3.

We integrate the designed Diplexer in our mmPlug module. In particular, we connect its port 1 to the LNA output, its port 2 to the Tx antenna, and its port 3 to the IoT module as shown in Figure 2. This design will isolate the IoT module from the mmWave loop and hence the IoT device will not interfere with the loop’s resonant frequency, while enabling both uplink and downlink communication as described in Section 3.

This section provides a detailed description of mmPlug’s implementation and our testbed. The block diagram of mmPlug is shown in Figure 2, where an LNA is connected to two tightly coupled antennas and a diplexer is employed to connect the IoT device to the module. Note that the LNA is the only active component of our design. The rest of our design consists of passive components which have no DC power consumption and can be implemented using metal traces on the PCB. We optimize our design to operate in the 28 GHz mmWave band. For the LNA, we use the ADL9005 [11] integrated circuit from Analog Devices which is a Wideband Low Noise Amplifier.

We designed and simulated the antennas and the diplexer using the ANSYS HFSS software. We integrated the LNA with our patch antennas and the diplexer on a single small PCB. The final PCB design is fabricated on Rogers 4003 with 8mil thickness which has low loss for high frequency signals. Figure 8 shows the final version of our fabricated mmPlug. Its size is 5 x 4.5 cm which is small and simple enough to be connected to typical IoT devices (instead of their antennas) using their SMA connector. We did not specifically optimize the design for small size, and further miniaturization of the design is possible if needed by specific device form factors.

We perform microbenchmark and end-to-end evaluations to completely explore performance of mmPlug. For the microbenchmark, we investigate the received signal strength and frequency stability of mmPlug by using the Keysight mmWave platform [25] that has a signal generator to transmit a single tone and a Signal Analyzer to measure the received signal power across spectrum. The end-to-end testbed measures the Packet Error Rate as well as SNR and RSSI. The testbed shown in Figure 9 consists of a Sivers EVK02001 28 GHz mmWave frontend [41] connected to an FPGA platform acting as a mmWave AP for the IoT nodes. This allows the AP to transmit and receive mmWave signals with any protocol and the required modulation. The Sivers EVK02001 has a maximum EIRP of 45 dBm, and includes a phased array antenna which can electronically steer its beam. Finally, for IoT nodes, we connect the mmPlug module to off the shelf IoT modules. Specifically, we use the M0 RFM96 [4] as a 433MHz LoRa module and the Atheros AR5B95 [1] as a 2.4GHz WiFi module.

Note, ADL9005 is advertised as a 26.5 GHz LNA. However, it can operate even at 28 GHz with slightly lower gain as shown in its data sheet’s measurement section.
We now evaluate the performance of mmPlug and verify its capability to enable IoT communication at the mmWave frequency band. We conduct experiments in an indoor office with objects such as tables, chairs and shelves to provide a complex, realistic channel environment.

5 EXPERIMENTAL RESULTS

5.1 Micro-Benchmarks

5.1.1 Microstrip Antenna Performance: We first evaluate the performance of our microstrip antenna design using the HFSS Software. Figure 10(a) shows the matching \( S_{11} \) and coupling coefficient \( S_{12} \) of the two antennas without using our technique to modify their mutual coupling. This result shows that our antennas provide a matching coefficient \( S_{11} \) of less than -20 dB at our operating frequency of 28 GHz and our antennas thus resonate and operate very efficiently at that frequency. However, the figure also shows that our antennas have another resonant frequency at around 38 GHz. As discussed in Section 3.1, the coupling at the second resonance should be suppressed so that it becomes lower than the coupling at the desired frequency.

Figure 10(b) shows the matching \( S_{11} \) and coupling coefficient \( S_{12} \) of the two antennas using our technique to shift their relative placement with respect to each other to modify the mutual coupling. Comparing this figure with (a), we can see that by shifting one of the antennas, the coupling at the higher resonance frequency (38 GHz) is significantly reduced without impacting the coupling at our targeted operating frequency of 28 GHz. This result confirms that our approach effectively ensures that the LNA resonates only at the specific desired frequency.

5.1.2 Diplexer Performance: As discussed in Section 3.4, the diplexer has 3 ports. At mmWave, the signal should only pass between the LNA and antennas (port 1 and 2) and no signal should pass to port 3 where the IoT device is connected. The reason is to keep the mmWave signal circulating in the loop and avoid to change the loop impedance when an IoT device connects to it. However, the IoT signal whose frequency is much lower than mmWave should be able to enter or exit the loop.

We evaluate the performance of our diplexer using the HFSS Software as shown in Figure 11. Here, subfigure (a) shows its performance for the sub-4 GHz band, and subfigure (b) shows its performance for the mmWave band. In these plots, \( S_{12} \) is the transmission coefficient between port 1 and 2 (i.e., between LNA and TX antenna) and \( S_{13} \) is the transmission coefficient between port 1 and 3 (i.e., between LNA and the IoT connection port). The figure shows that \( S_{13} \) and \( S_{12} \) are high for the sub-4 GHz band, meaning that IoT signal can pass through the diplexer from the IoT device to the loop and vice versa as desired. However, at the 28 GHz mmWave band, \( S_{13} \) is very low (much lower than \( S_{12} \)). This means that mmWave signals can go between the LNA and the antenna in the mmPlug loop as desired, but they cannot pass the diplexer to enter port 3 which is connected to the IoT device. Hence, our diplexer effectively isolates the IoT device from the operation of the loop at mmWave frequency.

5.1.3 Loop Resonant Frequency: Next, we verify whether our idea of using the antenna’s mutual coupling to cause the LNA to resonate works as expected. We power up a mmPlug module and measure the resonating signal using a N9020B MXA Signal Analyzer. Figure 12 shows the Signal Analyze measurement which indicates a tone close to 28.17 GHz. This implies that mmPlug’s module has successfully created a mmWave tone by using a single LNA and leveraging the antennas’ mutual coupling. Note that the small deviation
Figure 12: mmPlug’s resonating signal. mmPlug successfully creates a mmWave tone around 28 GHz, using a single LNA and leveraging the mutual coupling of antennas.

from 28 GHz stems from the fabrication accuracy and tolerance. However, this does not create any problem since slight deviations in the resonant frequency can be compensated by adjusting the AP’s carrier frequency, so that the frequency difference is exactly the frequency of the low frequency IoT band. Moreover, based on our measurements, by adjusting the biasing voltage of the LNA in a mmPlug’s module, the resonate frequency can be slightly (up to 80 MHz) adjusted during the installation stage.

As we described in Section 3.3, the frequency of the generated mmWave tone is not very stable and varies over time. Hence, we proposed a technique to compensate for this carrier frequency variation. Here, we examine if our approach works. We connect a mmPlug’s module to a signal generator. The signal generator generates a 40 MHz continuous wave (CW) and feed to the mmPlug’s module to transmit it at mmWave band. Then we capture the downconverted signal received at the mmWave AP. Figure 13 shows the downconverted signal with and without our correction technique. As shown in the top figure, the signal suffers from a significant carrier frequency variations. However, our techniques is completely eliminating the problem as shown in the bottom figure.

5.1.4 Module Orientation. The mmPlug module includes onboard patch antennas which are used to transmit and receive mmWave signals. Here, we evaluate if the orientation of the module with respect to the AP impacts its performance. We place a mmPlug module at 5m with respect to the mmWave AP which is transmitting mmWave signals. We then measure the down-converted signal power at the output of the module for different orientations with respect to the AP. Figure 14 shows the results of this experiment. For simplicity, we normalize all received power values to the maximum received power. As expected, the maximum received power is when the module is facing toward the AP. However, even when the angle is 50 degrees, the signal power is reduced only by 3-4 dB which is not significant. This means that the orientation of the mmPlug module relative to the AP can change by as much as 100 degrees without significant impact on the received power and communication performance.

5.2 End-to-End Evaluation
We evaluate the end-to-end performance of mmPlug. To do so, we connect mmPlug’s modules to off-the-shelf WiFi and LoRa modules and examine whether our mmWave AP can communicate to these modules at the mmWave band. Note
that we make no modifications to the protocol, firmware or chipset of the modules. We only disconnect their antennas and connect the mmPlug module to their antenna port.

First, we evaluate the performance of mmPlug in communicating to the WiFi device equipped with a mmPlug module. We place the WiFi node at different distances with respect to the mmWave AP and we measure the Packet Error Rate (PER) over 10,000 packets at the node side. We try different WiFi coding rate and modulation schemes. Figure 15 shows the result for this experiment. The figure shows that even at the distance of 30 m, the PER is lower than 1% for even MCS3 with 16 QAM modulation. Note, a 1% PER is much lower than the PER of a typical WiFi networks. This result shows that mmPlug enables off-the-shelf WiFi modules to successfully communicate to a mmWave AP without making any changes to WiFi module’s protocol, chipset or firmware.

Next we examine the performance of mmPlug in enabling a LoRa module to communicate to the mmWave AP. We connect a mmPlug module to the antenna port of the LoRa module and measure the PER at different distances. Based on our initial measurement, we found that even at 30 m, the PER was zero when calculated over 10,000 packets. Note, this is expected since LoRa is much more robust than WiFi and targets longer operating distances. Therefore, instead of measuring the PER, we measure the SNR and RSSI of the packets at the AP and the node respectively. Note that we cannot measure the SNR at the node since the LoRa module reports only RSSI. Figure 16 shows the result of this experiment. The SNR at the AP is higher than -8 dB even when the node is 30 m away from the AP. Note, this SNR is enough for LoRa to enable PER of less than \(10^{-5}\) using LoRa spreading factor of 8 or higher [7]. In addition, the measured RSSI at the node is higher than -80 dBm even when the node is 30 m away from the AP. This RSSI is more than enough to establish LoRa communication with less than \(10^{-5}\) PER. Note, we were not able to run experiments for longer distances due to space limitation. However, this result implies that even for longer distances, mmPlug can enable off-the-shelf LoRa modules to successfully communicate to a mmWave AP without making any changes to LoRa module’s protocol, chipset or firmware.

5.3 Localization

One advantage of enabling IoT devices to operate at the mmWave band is the ability to accurately localize them. Here we evaluate the localization performance of the mmWave AP in detecting the angle of mmPlug-equipped IoT nodes in an indoor environment where possible multipath components also exist in the received signal space. To find the angle of the node, we implement the Angle of Arrival (AoA) detection algorithm (similar to [29, 36]) on our mmWave AP. Specifically, the AP uses a codebook with 21 beam patterns to estimate the AoA of the IoT node. We place the IoT node at different distances and angles respect to the AP while the AP estimates its AoA. Figure 17 (a) shows the CDF of error in AoA estimation for these measurements. This result shows that mmPlug enables the mmWave AP to estimate AoA of IoT nodes with accuracy of less than a degree. Note, this is possible since operating at mmWave enables the AP to create different beam patterns and use them to accurately estimate the AoA. The AP can also use the estimated AoA from two different locations to estimate the location of the IoT node using triangulation. Figure 17 (b) shows the accuracy in estimating the location when we performed our AoA measurements from two phased arrays spaced by 2 m, and then use it to estimate the location of the IoT node using triangulation. The AP can estimate the location of the IoT node
mmWave AP can accurately localize IoT devices which use mmPlug’s module instead of their antennas.

with less than 40 cm error. This reported localization performance is better than existing Lora localization and similar to the sophisticated WiFi localization techniques. Note that the contribution of this paper is not advancing localization algorithms, however, these results show that enabling IoT devices to operate at mmWave band provides opportunities to accurately localize them. In fact, one can further improve our localization accuracy using state-of-the-art localization techniques.

5.4 Energy Consumption

We now measure the energy consumption of the mmPlug module, and compare it with prior low power mmWave systems for IoT applications. The only active component used in mmPlug is an LNA which draws 59 mA. Table 1 compares mmPlug with past low-power mmWave systems for IoT in terms of energy efficiency, and other factors such as data-rate, operating range and capabilities. For a fair comparison, the energy efficiency of all systems are reported for 100 Mbps data rate, and include only the energy consumption of their mmWave front-ends. mmPlug consumes 59 mW, with a voltage of 8.5 V which results in 501.5 mW power consumption. Considering 100 Mbps data rate, the energy consumption of mmPlug is 5.015 nJ/b. The results shows that the energy efficiency of mmPlug is lower than mmX and slightly higher than mmTag. However, it worth mentioning that mmTag is a backscatter system and hence has significantly lower range and capabilities. In particular, mmPlug can enable an operating range of 30 m or more, depending on the SNR requirements of the IoT device. For a better understanding, a sub-6GHz IoT device like WiFi consumes 17.5 nJ/b. By adding mmPlug to a WiFi module, one can enable mmWave communication at the cost of less than 30% increase in power consumption. Furthermore, past systems such as mmX and mmTag provide only uplink communication, and require their own modulation schemes (such as FSK and ASK) and new MAC protocols. In contrast, mmPlug provides both uplink and downlink, and it operates as a plug-and-play module which can be seamlessly connected to existing and future commodity IoT devices.

6 DISCUSSION

In this work we explained how mmPlug enables IoT devices to operate in mmWave bands. Here we discuss how a network of IoT devices equipped with mmPlug modules will operate. Such an mmPlug IoT network not only enables communication based on the original PHY and MAC protocol of the IoT technology but also benefits from SDMA provided by mmWave technology. In particular, since our module works as a plug-and-play IoT add-on, devices do not even notice that they are operating in a mmWave band and can continue to take advantage of their own MAC protocol. At the same time, since they operate at the mmWave frequency over the air, the AP can simultaneously create beams toward multiple of them for SDMA. We will discuss both techniques in more detail below:

IoT Multiple Access Protocol: Today's IoT devices use different MAC protocols to enable multiple nodes to communicate to a single AP. One advantage of mmPlug is that it is technology agnostic, meaning that it can work with any IoT device regardless of its MAC protocol. Hence, even when mmPlug is used, the IoT devices can still use their own MAC protocol to support multiple nodes as shown in our evaluation.

SDMA: The SDMA is one of the advantages of using mmWave communication. It stems from directional communication at mmWave, where the AP can generate a beam and steer toward the proper direction to communicate with a device. This is possible since the mmWave signal has a very short
wavelength and thus small antenna elements. Hence, by using a large array of antennas, the AP can create multiple narrow beams toward multiple IoT nodes. This enables the AP to send different data to each beam, supporting all nodes simultaneously.

**FDMA**: The other advantage of mmWave is to provide a very large bandwidth that can be channelized and allocated to many users through FDMA. In this scheme, each user must be able to transmit and receive in the allocated frequency channel. The current design of mmPlug allows the node to change its working frequency by few MHz using the biasing voltage of LNA. However, it is not enough to cover the entire band width of mmWave band. As a future direction of this work, one can add full frequency tunability to mmPlug by adding varactor diodes to the microstrip antennas. By changing the biasing voltage of the varactors, the resonance frequency of mmPlug will change to the desired operating band at mmWave.

**RTT**: Finally, it is worth mentioning that due to compatibility of mmPlug with existing protocols such as WiFi and LoRa, one can also measure Round Trip Time (RTT) of packets to estimate the range of the IoT device from the access point.

### 7 RELATED WORK

Past work on mmWave mostly focuses on applications that require very high-data-rate links, while having substantial energy and computing power [22–24, 28]. For example, the systems presented in [14, 19] utilize mmWave technology in data centers to enable high throughput links between server racks. There is also work in using mmWave for 5G applications [16, 35, 38] and sensing applications [18, 33]. Finally, some other systems use mmWave to enable high data rates for VR applications to stream high quality video from a PC to VR headset [2, 15]. In contrast to past work, this paper focuses on designing a very low-power, simple module to bring mmWave technology to any IoT devices. The closest past work to this paper are the systems presented in [30, 31], which propose low-power mmWave communication systems. However, these systems only enable uplink communication and do not provide a downlink. Moreover, these systems have their own MAC protocols and modulation schemes, and hence they cannot be used as a plug-and-play module for existing IoT devices. There is also some work on mmWave backscatter tags for road sign assistance [42], and passive RFID tags at mmWave [5, 27, 34]. However, these system target accurate localization and sensing applications, and hence do not support uplink or downlink communications. Moreover, they cannot be connected to IoT devices as a plug-and-play module.

Finally, circuit non-linearity has been used in past work for other applications. For example, ReMix uses a circuit’s non-linearity to mix two low-frequency signals, enabling in-body backscatter Communication and Localization [44]. Backdoor uses Alexa’s circuit non-linearity to make its microphones hear inaudible sounds [39]. In contrast to past work, mmPlug forces an LNA to work in its saturation mode to enable strong non-linear behavior, translating mmWave signals to low-frequency IoT and vice versa. Moreover, mmPlug combines this behavior with mutual coupling of antennas. Some past works have proposed changing an antenna’s matching design. For example, μMedIC has presented a re-configurable antenna design which can shift its resonant frequency, allowing efficient harvesting and communication [3]. However, this system focuses on the sub-GHz band, and does not use mutual coupling of antennas to generate resonating signals using an amplifier.

In contrast to all past work, mmPlug introduces the first plug-and-play module which brings mmWave technology to IoT devices. mmPlug is the first system which leverages an antenna’s mutual coupling and an amplifier’s saturation mode to translate mmWave signals to lower-frequency IoT signals using a single low-noise-amplifier.

### 8 CONCLUSION

In this paper, we presented mmPlug, a small, low-power, simple and plug-and-play device which brings mmWave technology to existing IoT nodes. mmPlug enables IoT devices to take advantage of the large bandwidth and short wavelength of mmWave signals and high directionality of mmWave antennas, which is essential to enable the vision of massive IoT deployments. The simple and low-power design is made possible through an innovative RF design with only a single active component, together with multiple passive components which can be fabricated using metal traces on the PCB. The mmPlug module can be simply connected to IoT devices instead of their antennas using an SMA connector. mmPlug achieves such design simplicity by leveraging the antennas’ mutual coupling and amplifier saturation to translate mmWave signals to IoT RF signals and vice versa.
Our evaluation and experimental results show that mmPlug enables robust mmWave communication links between a mmWave AP and existing IoT devices (such as LoRa and WiFi), even when the AP and the IoT device are 30 m away.
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