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ABSTRACT
Data is becoming an indispensable production factor for the
modern economy, matching or exceeding in importance tradi-
tional factors such as land, infrastructure, labor and capital. As
part of this, a wide range of applications in different sectors
require huge amounts of information to feed machine learning
models and algorithms responsible for critical roles in produc-
tion chains and business processes. A variety of data trading
entities including, but not limited to data marketplaces, have
thus appeared in order to satisfy and match the offer with
the demand for data. In this paper, we present the results
and conclusions from a comprehensive survey covering 190
commercial data trading entities, the types of data that their
trade, as well as their business models and the technologies
that they rely upon. We also point to promising open research
questions in the areas of data marketplace federation, pricing,
and data ownership protection that could benefit the growing
ecosystem of data trading entities that we have surveyed.
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1 INTRODUCTION
Paying for information is not a new idea: insiders have been
hired and spies have been trained to achieve a competitive
advantage while doing business or fighting wars since ancient
times. Such primitive information exchanges exclusively in-
volved humans, yet they were often decisive and undeniably
influenced the course of history (e.g., Ephialtes betrayal in the
Battle of Thermopilae).

Later, with the advent of telecommunications, information
was no longer transmitted by people but by electromagnetic
signals, and the exchange of information became instanta-
neous. Later still, computing, electronics and digital communi-
cations gave birth to a new generation of sensors and increas-
ingly automated data collection. As a result, the majority of
information now flows from machines to humans.

An even more revolutionary twist will likely drive the fu-
ture growth of the so-called knowledge economy thanks to
the internet of things (IoT), artificial intelligence (AI), and
ubiquitous communication systems such as 5G. According to

IDC, 30% of data will be generated by sensors in real time by
2025 [61]. In the current context of the major digitalisation
of the economy, a myriad of applications and data-hungry
machine learning (ML) models are - to give a couple of mean-
ingful examples - helping companies and public institutions
improve their efficiency, as well as assisting individuals in
health issues. This means that machines will join humans as
the main data consumers. In some settings, such M2M data
exchanges will be required to happen in real time, too.

As digitalisation progresses, machines are increasingly play-
ing a leading role in data value chains that begin with the
collection of data through probes and sensors and terminate
with their “consumption” by machine learning (ML) mod-
els involved in services provided to end users. In fact, the
global amount of data created annually is expected to grow
by 530% from 2018 to 2025, of which at least 30% will come
from machine-to-machine communications [61]. This influx
of new and existing data is thus accelerating the data econ-
omy, which is estimated to reach US$2.5 trillion globally by
2025 [38]. Regardless of whether “data” is a commodity like
oil, capital, an asset, or similar to labor [6], it is undoubtedly
becoming a cornerstone of modern economic systems.

A number of open directories exist on the web for list-
ing data trading entities (DTE) [21, 25, 60]. Such directories
loosely tag as ‘data marketplace’ heterogeneous entities with
hugely different objectives, focus, customers, and business
models, etc. For example, traditional data providers have been
collecting, enriching, and curating public and private infor-
mation from different sources and silos for years, building
successful business models mainly in the areas of marketing
(Acxiom, Experian, etc), financial, and business intelligence
(Bloomberg, Thomson Reuters, etc.). More recently, data mar-
ketplaces (DMs), i.e., two-sided platforms for matching data
sellers and data buyers and mediating in data exchanges and
transactions, have also arrived on the scene [64].

First-generation general-purpose DMs are being comple-
mented by niche DMs that target specific industries (e.g., Caruso
for the connected car, Veracity for energy and transporta-
tion), and cover data sourcing for specific innovative purposes,
such as feeding ML algorithms (e.g., Mechanical Turk, De-
finedCrowd), or trading IoT real-time sensor data (e.g., IOTA,
Terbine). Additionally, some leading data-management sys-
tems (e.g., Snowflake, Cognite) and niche digital solutions (e.g.,
Carto, Openprise, LiveRamp) are integrating secure data ex-
change features and capabilities to their existing products with
the aim of breaking data silos [29].
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Figure 1: A layered approach to data trading

Aided by recent legislative developments, including the
General Data Protection Regulation in the EU or the Cali-
fornia Consumer Privacy Act [26, 52], Personal Information
Management Systems (PIMS) have appeared with the purpose
to empower individuals to take back control of their per-
sonal information currently being collected by Internet service
providers, with little or no consent. Some of them have also
implemented marketplaces for helping users monetize their
personal data [67].

Purpose of this paper: The complex ecosystem of DTEs com-
bined with the inherently complex nature of data as an asset,
which is freely replicable and non-perishable, serves a wide
range of uses, and holds an inherently combinatorial and apri-
oristically unknown value that depends on the buyer and the
use case [1, 51], limits our ability to understand this evolving
ecosystem and to contribute, from the research point of view,
to its evolution. Therefore, in this paper we strive to present
a comprehensive survey covering commercial data trading
entities, and the wide spectrum of data types, business models,
and technologies that they encompass. We have developed a
taxonomy system summarized in Tab. 2 for the more than 100
DTEs listed in Tab. 4. This analysis points to a number of open
challenges that we believe should attract the attention of the
research community, including issues of pricing, federation of
different marketplaces, and data ownership protection.

The remainder of the paper is structured as follows:

� Section 2 introduces the data value chain and the con-
cept of ‘business model’.

� Section 3 presents the scope of the survey, and charac-
terizes a catalog of business models that we compiled
during our study.

� Section 4 providesmore detail on how different entities
trade and exchange data on the Internet.

� Section 5 presents state-of-the-art novel related pro-
posals coming from the research community.

� Section 6 summarizes a series of key challenges that
we identified while surveying the area and points to
promising research directions.

� Finally, Sect. 7 summarizes the key takeaways from
our analysis and presents some further trends in this
fast changing ecosystem.

As a starting point, we provide some background, and we in-
troduce some of the terms and definitions we will use through-
out the paper, along with our view of the data value chain.

2 UNDERSTANDING THE DATA TRADING
VALUE CHAIN

In the context of data trading, actors in the value chain are legal
entities or individuals playing an effective role in producing
any data-driven service or data product, be it intermediate or
final, that is offered and eventually acquired or exchanged in
the market. We will generally refer to them as data trading
entities or DTEs. Our survey aims to understand what the roles
of such DTEs are, how they interact with other DTEs, how
they do business, and what mechanisms they use to set prices
for data. We encapsulate all this information in the concept
of a business model, a term that has been defined in various
ways in the literature [56]. For the purpose of this paper, we
will refer to a DTE’s business model as the description of its
value proposition within the chain, the processes or activities
it covers, the inputs it requires, and the outputs it provides the
market with, as well as the relationship the entity maintains
with other actors [18].

Understanding the data value chain is a key first step in
order to identify relevant business models. Previous studies
have already explained the data value chain in general [19,
36], and specific contexts [49, 50]. From a broad data trading
perspective, Fig. 1 shows a diagram of four stacked functional
layers that allow sellers and buyers to connect. We will later
use this to position and classify actors in the market.
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At the bottom, theinfrastructure layerprovides the basic
processing, secure storage and communication functions to
the upper layers in the stack.

On top of such infrastructure, theenablement layerpro-
vides generic application programming interfaces (APIs) and
functions to DTEs. Some solutions and PDKs in the market do
not intend to directly provide services to the end users, but
rather to provide a platform with common useful functions
that enableother DTEs to carry out a controlled data exchange
which optionally may involve an economic transaction.

In the next level, a more technical and operationaldata layer
deals with data processing itself and responds to the e�ective
delivery of data or data-driven services to end-customers, be
they consumers, or other DTEs. Reaching from data collection
or extraction to its �nal delivery to the end consumer, this
process usually requires intermediate preprocessing, curation
and data enrichment steps. In addition, it may involve third
parties whose data is acquired and combined, and therefore
other secure data exchanges.

Finally, the topmanagement layerdeals with data discovery,
coordinates transactions, keeps track of contracts and service
level agreements, and ensures the accountability and trans-
parency of all the operations and processes in the data layer.
In contrast to the operationaldata layerimmediately below,
it works with metadata and transactional data. Other func-
tions of the management layer include helping data-owners
catalogue, structure and price their data o�er, governing data
transactions (e.g., through contract management, charging,
billing and accounting processes), and increasing the over-
all transparency of data trading. In the case of transactions
involving data from multiple sellers, it is also in charge of
distributing the resulting payments among them.

Note that our de�nition allows for cascading transactions,
which is oftentimes the case before su�ciently processed data
is transformed to a data-driven service to end-consumers. For
example, a model that outputs consumer segmentation data at
postcode level requires at least the following steps: i) gathering
anonymized segmentation data (often from disparate sources),
ii) combining such information with geo-located identity data
into a single coherent dataset, and iii) aggregating this output
into individual postcodes by processing it together with post-
code border shape�les (often obtained from a third party, too)
in a geographical information system.

3 A TAXONOMY OF BUSINESS MODELS
3.1 The ecosystem of data trading
We initially checked more than 190 companies o�ering data
products on the Internet. After a brief initial review, we se-
lected 104 of them to analyze in detail (�nal list available in
Table 4 in the appendix). We discarded concept projects, on-
line advertising platforms, and Internet service providers not
speci�cally o�ering data products.

The �nal set includes companies of di�erent sizes from 23
countries, as Fig. 2 shows. We collected information published
by these companies on their web-sites to better understand
their business models. For example, we investigated the data

that they trade, how they collect and manage it, whom they
sell it to, exactly what they provide to customers, and how
they deliver and price their services. Furthermore, we collected
information about when these companies were founded (half
of them in 2016 or later) and how many employees they have
(40% of them have fewer than 20 employees).

Most companies in our sample are eitherscalingtheir cus-
tomer base (29) or are incommercialdevelopment stage (61).
In addition, we have includeddevelopingcompanies working
in new innovative concepts around IoT, personal and ML data,
or integrating blockchain in decentralized architectures (e.g.,
DataBroker/Settlemint and Dataeum). Finally, we chose not to
include anyopen dataproviders and repositories, but instead
focus only on commercial entities o�ering paid data products.

Appendix A thoroughly explains the methodology we fol-
lowed, including the set of questions we set out to answer,
how we gathered and analyzed the information, and some
limitations of our study. In addition, appendix B shows the list
of the entities included in the scope of this survey.

3.2 Data trading entities by customer
segment

First, we found that the business models of DTEs heavily de-
pend on who they consider their customers to be, which in turn
depends on which side of the chain they approach data trading
from. Data management systems(DMSs) focus on managing
the information an enterprise or individual owns. Conversely,
traditional data providers(DPs) focus on data consumers, and
conceal data owners and often even their partners when selling
their products. Whereas the former approached data trading
in order to allow secure data exchanges within an organiza-
tion or to authorize third parties, the latter implemented data
trading platforms to complement their existing products or
services with those of third parties. In addition,data market-
places(DMs) were conceived from the beginning as two-sided
platforms dealing both with buyers and sellers.

Within the scope of the survey, we included 41 DMs and 25
DMSs. As far as DPs are concerned, they often provide their
products in commercial DMs, and we managed to list 2,015
of them selling their products in a sample of nine public or
semi-private DMs. Hence, they are by far the most frequent
business model within DTEs. Since the way they operate is
often similar, we took a diversi�ed sample of 38 to understand
how they deliver data and how they price their products.

3.3 Data trading business models
In this section we dive deeper into the di�erent business mod-
els and their variations, which we summarize in Tab. 1. In-
terestingly, we �nd that some PIMSs and DMs only imple-
ment partial data trading functionality. Suchenablersprovide
a range of solutions that includes, for example, anonymizing
personal information (AirCloak), providing an homogeneous
anonymized identity to buyers (Datavant), facilitating secure
exchanges (Cybernetica), or empowering individuals to exert
their rights on the information that data providers hold about
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(a) Entities by country (b) Entities by year of foundation (c) Entities by n º employees

Figure 2: Summary of entities included in the survey

Table 1: Taxonomy of data trading business models

Data Providers (DP) Data Marketplaces (DM) Data Management Systems (DMS)

End-to-end DTEs
Service Providers General-purpose DM Embedded DM
Data Providers Niche-DM PIMS
Private marketplaces (PMP) Survey PIMS

Enablers DM enablers (DME) PIMS-enabler

them (Saymine). When it comes to charging and billing, en-
ablers usually charge for transactions (e.g., calls to the API,
volume of data processed, etc.). Even though some enablers
focus on speci�c types of data (e.g., IoT-related, data for ML
models, personal data), or industries (e.g., health), we do spot
somegeneral-purposeenablers as well (e.g., those providing
secure data exchange of distributed data).

With regards to entities providing full-�edged end-to-end
seller-to-buyer solutions, Tab. 2 summarizes their main char-
acteristics (in rows, along with the section the topic is dealt
with in the paper) and the di�erences between their business
models we identi�ed (in columns), which we further explain
in the next sub-sections.

3.3.1 Providers.We consider two types.Data Providers(DPs,
aka vendors [64]) are entities which providedataas a product,
be they raw or enriched data, access to information through a
graphical user interface, or information contained in reports to
third parties. They usually combine data from di�erent sources
(e.g., from the public Internet, from partners, or from other
providers) to enrich their products and add value to their o�er.

Service Providers(SPs) are entities providing digital services
to end-customers, be they individuals or enterprises, based
on data they own, or on that which they collect from the
Internet, or acquire from third parties. Examples of them are
Clearview.ai, a company that provides identity data based on
pictures of people publicly available on the Internet, or Factual,
which o�er marketing insights based on the movement of
people. The boundaries between data and service providers
are often blurry: are not personal identi�cations provided by
Clearview.ai or insights by Factual data in the end?

From our point of view, supply side platforms and demand
side platforms are SPs in the online marketing industry. The
former allow publishers and digital media owners to manage
and sell their ad spaces, whereas the latter allow advertisers

to buy such advertising space, often by means of real-time
automated auctions. Also in online marketing, data manage-
ment platforms (DMPs) refer to audience data management
systems that allow advertisers to enrich their audience data
with that provided by the DMP. Some marketing-related SPs
(Liveramp, Lotame, Openprise, among others) are integrat-
ing private marketplaces(PMPs) into their platforms to allow
secure exchanges, monetization, trading and integration of
audience data from trusted partners (among them the so-called
data brokers) within the platform. Such marketplaces are fre-
quently an add-on to DMP subscriptions, and therefore can
only be accessed by their users.

Despite the fact that the termPMPoften refers to data trad-
ing platforms operated by marketing-related service providers,
similar business models have also �ourished in trading geo-
located data (Carto, Here), business technographic data (Crunch-
base), and �nancial data (Factset, Quandl, Re�nitive). They all
provide their users with a marketplace to enrich their data
with relevant second-party and third-party data. As opposed to
public or semi-private DMs, data exchange in PMPs is aprivate
functionality of data and service providers that complements
their main value proposition, and hence is only accessible by
their customers on the buy side, or authorized data partners
on the sell side.

Interestingly, as well as directly commercializing their ser-
vices through their websites, DPs and SPs also use intermedi-
aries to advertise their services, provide access to free samples
of data, or o�er speci�c data products. We found that 45%
of data brokers (like Experian, Acxiom or Gravy Analytics)
that o�er their products through marketing-related PMPs (e.g.,
Liveramp, TheTradeDesk or LOTAME) commercialize their
products in other DMs such as AWS or DataRade, too. This
is also the case with providers such as RepRisk, Equifax or
Arabesque S-Ray, which make use of �nancial PMPs.
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Table 2: Summary of business models

Data Trading Entities (DTE)
Providers Data Marketplaces (DM) Data Management Systems (DMSs)

Concept (Sect.) DP/SP PMP General-purposeDM Niche DM EmbeddedDM PIMS
Data exchange (3.3) Public, semi-private,

private
Private Public / Semi-private Private Public / Semi-private

Scope (4.1) Focused Diversi�ed Focused
Type of data (4.1) Any Speci�c data to be used

within their service /
platform

Any Industry or type-
speci�c

Data exchanged within
the system

Personal data

Roles / Players inter-
acting (3.3)

Partners, Customers Sellers, buyers Owner, requester Users, data Providers,
buyers

Gets data from (3.3) Internet, self-generated,
partners, users

Partners, Data
providers

Data providers Data providers, self-
enriched

Data providers Users, Data providers

Provides buyers with
(3.3)

API, datasets API, access to data
through the system

API, datasets API, Access to data
through the system

API, Key to decrypt
data

Owners get access
through (3.3)

Partnership Partnership, the service
platform

Web-services Data Management plat-
form

Mobile App Web ser-
vices

Buyers get data
through (3.3)

Web-services, APIs Web-service, the ser-
vice platform

Web-services Web-services, APIs Data Management plat-
form

Web-services, APIs,
compatible systems

Access pricing for
buyers (3.3)

Subscription, pay for
data

Included in the main
platform

Predominantly free. Some freemium, subscrip-
tion and data delivery charges

Add-on to the data man-
agement Platform

Pay for data

Access pricing for
sellers (3.3)

Partnership (when ap-
plicable)

Partnership, time sub-
scription

Predominantly free. Some freemium subscrip-
tion, and revenue-share charges

Subscription to the plat-
form

Free

Data pricing schemes
(4.3)

Fixed one-o�, sub-
scription, customized,
volume-based

Subscription, domain-
speci�c (e.g., cost per
click, cost per 1,000 im-
pressions, . . . )

Fixed one-o�, subscrip-
tion and customized

Customized,
volume/usage-based,
�xed one-o�

Open Open, bid by buyer

Data price set by (4.4) Platform Platform, buyers Platform, providers Open Users, Platform
Payment (4.5) Fiat currency Fiat currency, token Open Token, �at currency
Platform type (4.8) Centralized Centralized or decentralized Centralized Decentralized

3.3.2 Data Marketplaces.DMs are mediation platforms that
put providers in touch with potential buyers, and manage data
exchanges between them. Such exchanges usually involve
some kind of economic transaction, as well, either through
payments in �at currency or in a cryptocurrency often created
and controlled by the platform. DMs are either public - i.e.,
open to any data seller or buyer - or semi-private, meaning
any seller or buyer is subject to the approval of the platform
in order to be allowed to trade data. Furthermore, DMs often
deal with data categorization, curation and management of
metadata to help buyers discover relevant data products.

Whereasgeneral-purposeDMs like AWS, Advaneo or Data-
Rade trade any type of data,nicheDMs are focused on certain
industries (martech, automotive, energy) and on certain types
of data (spatio-temporal data, or that coming from IoT sensors).
By analyzing the date of foundation, we spotted a clear trend
towards real-time data streaming marketplaces to harness the
potential of IoT (e.g., IOTA, Terbine), and those specialized
in training ML models (e.g., Skychain, Ocean Protocol), both
very active lines of scienti�c research (see Sect. 5).

The large number of identi�ed marketplaces, each one hav-
ing proprietary on-boarding processes, access protocols/APIs
and user-interfaces, makes it challenging for data providers
to establish presence in all of them and thus reach the widest
possible audience. The fragmentation of the DM ecosystem
calls for establishing inter-operability standards that will al-
low di�erent marketplaces to federate as discussed in Sect. 6
(Challenge 1). Sellers and buyers are often invited to subscribe
for free to the platform. However, some platforms charge for
freemium subscriptions or charge IaaS-like fees for deliver-
ing data. A few of them opt for charging sellers according to
the money they make through the platform, either through
commissions or revenue sharing.

In addition, buyers oftentimes pay marketplaces for data.
Both the data seller and the platform are in charge of setting
the prices for data products - in most cases one-o� charges
for downloading or gaining access to datasets, or periodic
subscriptions to data feeds ingeneral-purposeDMs. Conversely,
nicheDMs more frequently resort to volume or usage-based
charging for APIs, and price customization depending on who
the data buyer is and on what the purpose of purchasing the
data is.

Some DMs build on top ofdata marketplace enablers(DMEs).
For example, Ocean Protocol provides marketplace functional-
ity for ML data trading, whereas GeoDB and Decentr are DMs
that use Ocean Protocol.

3.3.3 Data Management Systems.On the one hand, enterprise
DMSs are increasingly o�ering add-ons to carry out secure
data exchanges within an organization, and to enrich its cor-
porate information base by acquiring data from second or
third-party providers. Suchembedded DMs- meaning they are
built in an already existing DMS - rarely include full market-
place functionality, but rather restrict themselves to securing
data exchanges, and to controlling the delivery and access to
data assets within the walled-garden of information under
their control of each customer. Some of them charge IaaS-like
fees for delivering data, and a recurring subscription fee to
authorized sellers.

On the other hand,PIMSslook to empower individuals to
take control of their personal data, and act as a single point of
control to manage them. They leverage recent data protection
laws so as to let users collect personal information controlled
by digital service providers, exercise their erasure or modi�ca-
tion rights as granted by law, manage permissions of mobile
apps to give away their data, manage cookie settings, etc.
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In addition, some of them seek their users' consent to share
their personal information with third parties through the plat-
form in exchange for a reward. Almost half of the surveyed
PIMSsinclude marketplace functionalities, and focus on trad-
ing personal data for marketing purposes such as user pro�ling
and ad targeting. Therefore, they leave data subjects (as the
owners) and data providers to negotiate fees for consenting to
get access to their data. This way they become personal data
brokers, letting users monetize their data, and controlling who
has access to it and for what purposes.

Recently, health-relatedPIMSs(Longenesis, HealthWizz,
MedicalChain) specialize in managing healthcare-related in-
formation of their users. We found that health-relatedPIMSs
often resort to blockchains to provide additional security to
such sensitive data, and comply with a strong sectorial regula-
tion. However, it is unclear whether and how their solutions
protect against data replication and distribution o� the chain.

Finally, survey PIMSs(e.g. Citizen.me, ErnieApp or Peo-
ple.io) aim to facilitate targeted marketing surveys among
their users, leveraging information about their pro�le to of-
fer an accurately targeted audience, and rewarding users for
participating in the processes.

As opposed to enterprise DMSs,PIMSsare more decentral-
ized platforms that often leverage the users' devices to store
information, and they are always o�ered for free to individuals.
Some charge one-o� fees, subscription, or data delivery fees
to potential data buyers.

4 QUANTITATIVE INSIGHTS INTO DATA
TRADING

Having characterized qualitatively the business models of
DTEs, this section takes a closer quantitative look into crucial
aspects of data trading. In the following sections, we tackle
questions related to:

� the kind of data being traded (Sect. 4.1),
� the source and the target of DTEs (Sect. 4.2),
� pricing schemes (Sect. 4.3) and
� responsible parties to set the prices (Sect. 4.4),
� payment methods (Sect. 4.5),
� billable concepts and charging (Sect. 4.6),
� business models used to trade data (Sect. 4.7),
� type of storage and architecture (Sect. 4.8),
� how buyers can test data (Sect. 4.9), and
� general data security issues (Sect. 4.10)

4.1 What kind of data is being traded?
Very di�erent kinds of data are being traded in the market.
In fact, DTEs are often classi�ed based on the kind of data
they trade. For example, we will talk aboutmarketing DPsor
marketing PIMS, meaning DTEs specialized in providing data
or managing and trading personal information for marketing-
related purposes. We will also discuss the aforementioned
general-purposeDTEs aiming to trade any kind of data.

Figure 3a shows a breakdown of the kind of data traded
by DMSs (in blue), DMs (in orange) and DPs (in grey). There

are notable di�erences in what kind of data entities do trade
depending on their business model.
� DPs specialize in a marketniche, either a speci�c type of data
or a customer segment. Only one of them (Quexopa) is publicly
focusing on collecting and delivering data for a certain region
(Latin America). Even though the range of data DPs deal with
is diverse, it turns out that most providers in our sample are
related to marketing, corporate, contact or �nancial data.
� Within DMSs,PIMSsfocus on personal and healthcare-related
data, whereas business-oriented DMSs are usually designed
to trade di�erent types of corporate data.
� With regards to DMs, at least 14 of them aregeneral-purpose
and tradeany kind of data, whereasnicheDMs deal with
healthcare, automotive, IoT-related, trading or alternative in-
vestment data.

Focusing ongeneral-purposeDMs, we carried out a deeper
analysis, drilling down to the level of data products, to better
understand what are the categories of data most frequently
o�ered in those markets. For that purpose, we gathered public
information about almost two million data products from AWS,
DIH, Advaneo, DataRade, Knoema, Snow�ake, DAWEX, Carto,
Veracity, Crunchbase and Re�nitiv, and matched their category
tags at a high level.

Figure 3b presents the most frequent data categories of data
products ingeneral-purposeDMs. The pie chart on the left
includes free and paid data products, whereas the one on the
right includes only those that are paid (10,860 products). `Mar-
keting' and Èconomy and Finance' fall among the most popular
categories for paid data products. Moreover, the presence of
`Geography and Demographics' and G̀eospatial' data marks
the importance of geo-located data in the sample, as well.

Other interesting takeaways from this analysis are that
most data products ingeneral-purposeDMs are made available
for free, and that some of them such as DIH, Advaneo, and
Google Cloud Marketplace lack any signi�cant o�er of paid
products. We observe that these free data products are either
open data from public repositories, or samples uploaded by
data providers.

Surprising though it may seem in the case of entities whose
aim is to make pro�t, marketplaces like DIH or Advaneo col-
lect and link open data made available by authorities or public
institutions. They give up on generating revenues from re-
selling paid data, and they monetize the e�ort to organize and
facilitate the exploitation of free open data assets in other dif-
ferent ways. For example, some DMs o�er free datasets as part
of a subscription to the platform (e.g., Carto), whereas others
charge for processing and integrating data within the platform
(e.g., Advaneo, and those managed by cloud service providers).
Such a vast amount of data may also serve as a `hook' for
sellers and buyers, and as a complement to third-party paid
data products.

Moreover, we �nd that some providers are making use of
public marketplaces to upload outdated samples of their prod-
ucts so that buyers can manipulate them and get to know how
useful the whole data product would be for their purposes.
This practice would indeed be interesting for DMs, provided it
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